**CCI-R+**

**Computer Crime Index – Revised Plus**

**Using the following scale:**

**Never**  **within the past month within the past year 1-4 yrs ago 5 or more yrs ago**

**1** **2** **3** **4** **5**

**WHEN WAS THE LAST TIME THAT YOU:**

1. Wrote/programmed a virus or piece of malicious software designed to damage a system or another individual’s device. (Virus Writing)

1 2 3 4 5

1. Distributed to other individuals a piece of malicious software designed to damage a system or another individual’s device. (Virus Distribution)

1 2 3 4 5

1. Launched a Distributed Denial of Service (DDoS) attack or any attack designed to prevent a user from accessing a website or system by making it unavailable. (DDoS)

1 2 3 4 5

1. Used a botnet or collection of infected systems in order to coordinate an attack against a system. (Botnet)

1 2 3 4 5

1. Distributed to other individuals or systems a malicious piece of software designed to encrypt files, or otherwise render files unreadable, until a ransom is paid. (Ransomware)

1 2 3 4 5

1. Purchased stolen credit card information. (Data Dump)

1 2 3 4 5

1. Stole or harvested credit card information without permission in order to sell to others. (Data Breacher)

1 2 3 4 5

1. Guessed another individual’s password to gain access to their system, device, or an online account. (Guessing Passwords)

1 2 3 4 5

1. Used an automated tool in order to crack a password on another individual’s system or device. (Cracking Passwords)

1 2 3 4 5

1. Used an automated tool written by others to attack or gain unauthorized access to a system. (Script Kiddies)

1 2 3 4 5

1. Sent misleading messages designed to encourage users to enter their login information for a website or system without a specific target. (Phishing)

1 2 3 4 5

1. Sent misleading messages personalized to a certain user or group of users designed to encourage them to enter their login information for a website or system. (Spear Phishing)

1 2 3 4 5

1. Tampered with a DNS server or setup a malicious website redirect designed to collect users’ login information for a website or system. (Pharming)

1 2 3 4 5

1. Knowingly made, used, or gave to another person an illegally downloaded copy of commercially-sold software or videogame?

1 2 3 4 5

1. Accessed another person’s computer account or files without their knowledge or permissions just to look at the information or files?

1 2 3 4 5

1. Accessed another person’s email or social media account without their permission?

1 2 3 4 5

1. Added, deleted, or changed any information in another’s computer account without their knowledge or permission?

1 2 3 4 5

1. Used someone else’s identity online (without their permission) to conduct a commercial transaction, apply for credit, or conduct any other financial transaction?

1 2 3 4 5

1. Used a wireless access, or WiFi, access point that you did not have permission or authorization to use?

1 2 3 4 5

1. Monitored or used a sniffer to see network or Internet traffic information without authorization or permission?

1 2 3 4 5

1. Defaced, altered, or vandalized a website without authorization or permission?

1 2 3 4 5

1. Disclosed passwords, usernames, or other account information without permission?

1 2 3 4 5

1. Viewed information on a business system or network that you did not have authorization or permission to see?

1 2 3 4 5

1. Harassed, annoyed, or stalked someone through emails, Instagram, Facebook, or other technology?

1 2 3 4 5

1. Sent unsolicited bulk emails, Facebook messages, or Instagram/Twitter DMs?

1 2 3 4 5

1. Without permission, installed a device or piece of software designed to obtain usernames and/or passwords?

1 2 3 4 5

1. Without permission, installed software or a device on a network or system designed to circumvent security measures?

1 2 3 4 5

1. Contacted an individual pretending to be someone else in order to gain access to information you are unauthorized to access? (social enginnering)

1 2 3 4 5

1. Used another’s password or gave out your own password in order to share access to a multimedia streaming service? (e.g. Hulu, Netflix, HBO Now)

1 2 3 4 5

**Using the following scale:**

**Never**  **Once 2-3 times 4-5 times 6 or more times**

**1** **2** **3** **4** **5**

**HOW OFTEN IN THE PAST 3 YEARS HAVE YOU:**

1. Wrote/programmed a virus or piece of malicious software designed to damage a system or another individual’s device. (Virus Writing)

1 2 3 4 5

1. Distributed to other individuals a piece of malicious software designed to damage a system or another individual’s device. (Virus Distribution)

1 2 3 4 5

1. Launched a Distributed Denial of Service (DDoS) attack or any attack designed to prevent a user from accessing a website or system by making it unavailable. (DDoS)

1 2 3 4 5

1. Used a botnet or collection of infected systems in order to coordinate an attack against a system. (Botnet)

1 2 3 4 5

1. Distributed to other individuals or systems a malicious piece of software designed to encrypt files, or otherwise render files unreadable, until a ransom is paid. (Ransomware)

1 2 3 4 5

1. Purchased stolen credit card information. (Data Dump)

1 2 3 4 5

1. Stole or harvested credit card information without permission in order to sell to others. (Data Breacher)

1 2 3 4 5

1. Guessed another individual’s password to gain access to their system, device, or an online account. (Guessing Passwords)

1 2 3 4 5

1. Used an automated tool in order to crack a password on another individual’s system or device. (Cracking Passwords)

1 2 3 4 5

1. Used an automated tool written by others to attack or gain unauthorized access to a system. (Script Kiddies)

1 2 3 4 5

1. Sent misleading messages designed to encourage users to enter their login information for a website or system without a specific target. (Phishing)

1 2 3 4 5

1. Sent misleading messages personalized to a certain user or group of users designed to encourage them to enter their login information for a website or system. (Spear Phishing)

1 2 3 4 5

1. Tampered with a DNS server or setup a malicious website redirect designed to collect users’ login information for a website or system. (Pharming)

1 2 3 4 5

1. Knowingly made, used, or gave to another person an illegally downloaded copy of commercially-sold software or videogame?

1 2 3 4 5

1. Accessed another person’s computer account or files without their knowledge or permissions just to look at the information or files?

1 2 3 4 5

1. Accessed another person’s email or social media account without their permission?

1 2 3 4 5

1. Added, deleted, or changed any information in another’s computer account without their knowledge or permission?

1 2 3 4 5

1. Used someone else’s identity online (without their permission) to conduct a commercial transaction, apply for credit, or conduct any other financial transaction?

1 2 3 4 5

1. Used a wireless access, or WiFi, access point that you did not have permission or authorization to use?

1 2 3 4 5

1. Monitored or used a sniffer to see network or Internet traffic information without authorization or permission?

1 2 3 4 5

1. Defaced, altered, or vandalized a website without authorization or permission?

1 2 3 4 5

1. Disclosed passwords, usernames, or other account information without permission?

1 2 3 4 5

1. Viewed information on a business system or network that you did not have authorization or permission to see?

1 2 3 4 5

1. Harassed, annoyed, or stalked someone through emails, Instagram, Facebook, or other technology?

1 2 3 4 5

1. Sent unsolicited bulk emails, Facebook messages, or Instagram/Twitter DMs?

1 2 3 4 5

1. Without permission, installed a device or piece of software designed to obtain usernames and/or passwords?

1 2 3 4 5

1. Without permission, installed software or a device on a network or system designed to circumvent security measures?

1 2 3 4 5

1. Contacted an individual pretending to be someone else in order to gain access to information you are unauthorized to access?

1 2 3 4 5

1. Used another’s password or gave out your own password in order to share access to a multimedia streaming service? (e.g. Hulu, Netflix, HBO Now)

1 2 3 4 5

**Using the following scale:**

**Does not apply to me 16 or less 17-18 19-20 21 or older**

**1** **2** **3** **4** **5**

**HOW OLD WERE YOU THE FIRST TIME YOU:**

1. Wrote/programmed a virus or piece of malicious software designed to damage a system or another individual’s device. (Virus Writing)

1 2 3 4 5

1. Distributed to other individuals a piece of malicious software designed to damage a system or another individual’s device. (Virus Distribution)

1 2 3 4 5

1. Launched a Distributed Denial of Service (DDoS) attack or any attack designed to prevent a user from accessing a website or system by making it unavailable. (DDoS)

1 2 3 4 5

1. Used a botnet or collection of infected systems in order to coordinate an attack against a system. (Botnet)

1 2 3 4 5

1. Distributed to other individuals or systems a malicious piece of software designed to encrypt files, or otherwise render files unreadable, until a ransom is paid. (Ransomware)

1 2 3 4 5

1. Purchased stolen credit card information. (Data Dump)

1 2 3 4 5

1. Stole or harvested credit card information without permission in order to sell to others. (Data Breacher)

1 2 3 4 5

1. Guessed another individual’s password to gain access to their system, device, or an online account. (Guessing Passwords)

1 2 3 4 5

1. Used an automated tool in order to crack a password on another individual’s system or device. (Cracking Passwords)

1 2 3 4 5

1. Used an automated tool written by others to attack or gain unauthorized access to a system. (Script Kiddies)

1 2 3 4 5

1. Sent misleading messages designed to encourage users to enter their login information for a website or system without a specific target. (Phishing)

1 2 3 4 5

1. Sent misleading messages personalized to a certain user or group of users designed to encourage them to enter their login information for a website or system. (Spear Phishing)

1 2 3 4 5

1. Tampered with a DNS server or setup a malicious website redirect designed to collect users’ login information for a website or system. (Pharming)

1 2 3 4 5

1. Knowingly made, used, or gave to another person an illegally downloaded copy of commercially-sold software or videogame?

1 2 3 4 5

1. Accessed another person’s computer account or files without their knowledge or permissions just to look at the information or files?

1 2 3 4 5

1. Accessed another person’s email or social media account without their permission?

1 2 3 4 5

1. Added, deleted, or changed any information in another’s computer account without their knowledge or permission?

1 2 3 4 5

1. Used someone else’s identity online (without their permission) to conduct a commercial transaction, apply for credit, or conduct any other financial transaction?

1 2 3 4 5

1. Used a wireless access, or WiFi, access point that you did not have permission or authorization to use?

1 2 3 4 5

1. Monitored or used a sniffer to see network or Internet traffic information without authorization or permission?

1 2 3 4 5

1. Defaced, altered, or vandalized a website without authorization or permission?

1 2 3 4 5

1. Disclosed passwords, usernames, or other account information without permission?

1 2 3 4 5

1. Viewed information on a business system or network that you did not have authorization or permission to see?

1 2 3 4 5

1. Harassed, annoyed, or stalked someone through emails, Instagram, Facebook, or other technology?

1 2 3 4 5

1. Sent unsolicited bulk emails, Facebook messages, or Instagram/Twitter DMs?

1 2 3 4 5

1. Without permission, installed a device or piece of software designed to obtain usernames and/or passwords?

1 2 3 4 5

1. Without permission, installed software or a device on a network or system designed to circumvent security measures?

1 2 3 4 5

1. Contacted an individual pretending to be someone else in order to gain access to information you are unauthorized to access?

1 2 3 4 5

1. Used another’s password or gave out your own password in order to share access to a multimedia streaming service? (e.g. Hulu, Netflix, HBO Now)

1 2 3 4 5